
Silo for Research is an integrated solution for conducting secure and anonymous web research, evidence 
collection and data analysis from the surface, deep and dark web. It’s built on Authentic8’s patented, cloud-
based Silo Web Isolation Platform, which executes all web code in a secure, isolated environment that is 
managed by policy, providing protection and oversight of all web-based activity.
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DATA SHEET 

The challenge
Analysts need to collaborate with their peers — be it with a single team in the same office, a team distributed across 
the country or world or one that is working from home. Day in and day out, they collect large amounts of data as they 
research, including files, documents, code and screenshots. The ability to share findings or seek peer input on this 
research can drive down time-to-insight for the organization. The challenge is how to enable them to collaborate safely, 
securely and efficiently. Some assets may be toxic; all need to remain private and secure; and compliance requires you 
to maintain an audit trail.

Shared Storage for Silo for Research

•	 Multiple analysts collect OSINT on the same target

•	 SOC is alerted to a phishing email with an 
attachment, downloads via Silo for Research and 
notifies CTI team

•	 Fraud investigation involves analysts in multiple 
countries who collect/share case notes centrally

•	 Recurring content collection accessible by the team 
for analysis and comment 

To learn more about Silo for Research, request a demo or contact a sales representative.

The solution
Shared Storage for Silo for Research delivers collaboration from within the online investigation platform you already know. 
An analyst can research anonymously; capture and download an asset for investigation; analyze and annotate the asset; 
and then share their findings with peers within Silo for Research. 

•	 Shared Storage is maintained in the Authentic8 cloud, 
isolating potentially harmful assets from your network

•	 All stored assets your team shares are encrypted

•	 Shared Storage is easily provisioned from within the 
admin console to groups of users

Use case examples
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